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@ Safety Notices

Please read the following safety notices beforilirsg or using this phone. They are crucial fog safe
and reliable operation of the device.

[0  Please use the external power supply that isdieciun the package. Other power supplies may cause
damage to the phone, affect the behavior or indocse.

[0 Before using the external power supply in the pgek please check with home power voltage.
Inaccurate power voltage may cause fire and damage.

[0 Please do not damage the power cord. If power@opdlug is impaired, do not use it, it may cause f
or electric shock.

[l The plug-socket combination must be accessilddl titmes because it serves as the main discomuecti
device.

[0 Do not drop, knock or shake it. Rough handling loeak internal circuit boards.

[0 Do not install the device in places where therdirisct sunlight. Also do not put the device onpeds
or cushions. It may cause fire or breakdown.

[0 Avoid exposure the phone to high temperature vib€€ or high humidity. Avoid wetting the unit
with any liquid.

Do not attempt to open it. Non-expert handlinghef device could damage it. Consult your authorized
dealer for help, or else it may cause fire, elechock and breakdown.

Do not use harsh chemicals, cleaning solventstrong detergents to clean it. Wipe it with a stdth
that has been slightly dampened in a mild soapaaatdr solution.

When lightning, do not touch power plug or phane,lit may cause an electric shock.
Do not install this phone in an ill-ventilated pda
You are in a situation that could cause bodilyiipnj Before you work on any equipment, be aware of

the hazards involved with electrical circuitry dmelfamiliar with standard practices for preventing
accidents.
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1. Introducing FV6020 VolP Phone

1.1. Thank you for your purchasing FV6020

Thank you for your purchasing FV6020, FV6020 isl&fieature telephone that provides voice
communication over the same data network that gomputer uses. This phone functions not only
much

like a traditional phone, allowing to place andeige calls, and enjoy other features that tradition
phone

has, but also it own many data
telephone.

This guide will help you e

ices featureshwiou could not expect from a traditional

joudtdiees and services available on your phone.

1.2. Delivery Content

Please check whether the delivery contains thevidatlg parts:

The base unit with display and keypad
The handset

The handset cable

The power supply

The Ethernet cable



1.3. Keypad

L L p] ERTER

THARSIEN

The numeric keypad with the keys 0 to 9, *, and #sed to enter
Digits and letters, additionally, the following leegre available:

Key mapping:

Key Description

F. In idle state press the MENU key toall up the menu

The phone can realize the following features byldRekey or the DOWN key.
UF When you pick up the handset or during calling, theeUP key or the DOWN key
to

adjust volume; Use the UP key or the DOWN key mase menu; cancel or
SYSINFD confirm

- action; browse calling list.
In idle state, press the SYSINFO key for once tklop this VolP Phone Number,
EHTER this VoIP Phone local IP address for twice and L&=teway IP address for thrge
- times.
I I : S . I .

menu mode.

Use the EXIT key to return to the previous menmanu mode.

dialed call, and realize dialing by the REDIAL/ SEXey.

In idle state, press the REC key to look up ned reteived Voice record and
user-defined voice record, and plays them. Duradf press the REC key to reqord
CaltCoTTteTTt:

In idle state, press the PBOOK key to access phook, then use the REDIAL/
SEND Key 10 dial. You can browse phone book bydRekey or the DOWN key

o oo oo da _on thha Nl Loy dta dalata
mrrmieTiu Trivu e, uoov Uiv Vi l\\ly A" ™ ) v ) w7 8 vy

Mute microphone on/off, during a call.

Press the HOLD key, input the third party telephoamber, then press the # key to
realize the third party call. If you want to switibhck from the third party call,

press

the HOLD key again.



. Press the TRANSFER key during call, can realizedotransfer and attended transfer.
TEANSFER

Press the REDIAL/SEND key to dial the last dialednber.
REDTAL/SERD Select contact name or telephone number in Phoole Btven press this key to send
the number.

. Switch to hand-free mode and back.
SFEAKER,

1.4. Port for connecting

Power Switc elect ON/O
DC 5V Power port Output: 5V/1A
LAN Network port Connect it to PC
WAN Network port Connect It to Network

The phone has two Network ports: The WAN port drelltAN port. Before you connect the power source,
please carefully read Safety Notices of this usanunl.



2. Initial connecting and Setting

2.1. connect the phone

Step 1: Connect the IP Phone to the corporateléphieny network. Before you connect the phone ¢o th
network, please check if your network can work ralfyn

You can do this in one of two ways, depending o fiour workspace is set up.

Direct network connection—by this method, you natkkast one available Ethernet port in your wosksp
Use the Ethernet cable in the package to connedil\Wz#t on the back of your phone to the Ethernet ipo
your workspace. Since this VolP Phone has routastionality, whether you have a broadband routeraty
you can make direct network connect. The followting figures are for your reference.

Intcme’t{f @ ®
e adne il
% ADSL / Cable Broadband

Modem Router

Internet %
L
g ADSL / Cable

Modem

Shared network connection—Use this method if yotetasingle Ethernet port in your workspace with

your desktop computer already connected to itt,Flisconnect the Ethernet cable from the companer
attach it to the WAN port on the back of your phaNext, use the Ethernet cable in the packagenoex
LAN port on the back of your phone to your desktomputer. Your IP Phone now shares a network

connection with your computer. The following figusefor your reference

Internet

it

ADSL / Cable
Modem

Step 2:  Connect the handset to the handsebpahie handset cable in the package.

Step 3: connect the power supply plug to the M@&apter port on the back of the phone. Use tlnepo
cable to connect the power supply to a standarcepowtlet in your workspace.

Step 4: push the on/off switch on the back of therne to the on side, then the phone’s LCD screspladis
“WAIT LOGON". Later, a ready screen typically diggk the date, time and current network mode.

If your LCD screen displays different informatiaioin the above, you need refer to the next sectiuitial
setting” to set your network online mode.

If your VoIP phone registers into corporate IP pleny Server, your phone is ready to use.



2.2. Initial Setting

This VoIP Phone provides you with rich function ggadtameters setting. If you have enough knowledge
about network and SIP protocaol, it is better fou yo understand many parameters. But if you kntie li
about network and SIP protocol, you can also easdige initial setting according to the followingss to
enjoy rapidly high quality voice and low cost frdhis VolP Phone.

Before make initial setting, please check if yoorporate IP telephony network can work normallyd gou
have finished “connect the phone”.

This VoIP Phone Supports DHCP by default. It welteive an IP address and other network-relateidgett
(Netmask, IP gateway, DNS server) from the DHCReself your network supports DHCP, you can
connect this VolP Phone directly to the networkdéir network doesn’t support DHCP, you need change
this VolP Phone’s network connection setting. Adaog to the following steps, change this VolP Phsne
DHCP network connection setting into PPPoE ort&iwhich your network supports at present.

2.2.1. PPPoE mode.

1. Prepare your PPPoE account name and password.

2. Press the MENU key, the LCD screen will dispi®§PUT PASSWORD".

3. Input the password (default value is 123), amdpthe ENTER key, the LCD screen will display
“NETWORK”.

4. Press the ENTER key and LCD screen will displadN”, press the DOWN key, enter it by the ENTER
key, the LCD screen will display “STATIC NET". Themess the DOWN key again, enter it by the
ENTER key, the LCD screen will display “USER NAME".

5. Press the DOWN key, the LCD screen will disgRRSSWORD”. Then press the ENTER key, and the
DEL key, input your PPPOE’s password and confirtryithe ENTER Key, the LCD screen will display
the password which you inputted.

6. Press the EXIT key to return to the previous mémen press the DOWN key, the LCD screen will
display “USER NAME". Press the ENTER key, and th€Llkey, input your PPPOE’s account name,
then press the ENTER key to confirm it, the LCDeser will display the PPPoE’s account name which
you inputted.

7. Press the EXIT key for four times and pressa@WVN key, till the LCD screen display “SYSTEM”.

8. Press the ENTER key, the screen display “SAWEEn press the ENTER key again, the LCD screen will
display “ARE YOU SURE”".

9. Press the ENTER key, the phone will save yotingeand the LCD screen will display “SAVING”, the
return to display “SAVE”".

10. Press the EXIT key twice, then press numenyc'88and hold until the screen display “ARE YOU
SURE”. Press the ENTER key, the screen will disp@dANGING”, which means that the phone is
trying to switch to PPPoE mode. If the icom “PPPoB"the top of the screen keeps blink, it shows tha
the phone is trying to access the PPPoE serverthenP is still static IP if you press SYSINFOyke
display the current IP; if the icon “PPPOE” is slealwvithout blink, it means that the phone has dliea
gotten IP from PPPOE server.

2.2.2. Static IP mode:

1. Prepare your phone’s network parameters. TheyPaAddress of this phone, Subnet Mask, Default
Gateway/ Router and DNS. You can ask your VolPisemrovider for those parameters.

2. Press the MENU key, the LCD screen will dispi®§PUT PASSWORD".

3. Input password (default is 123), then pres&EfN&ER key, the LCD screen will display” NETWORK?”.

4. Press the ENTER key, and the LCD screen wipldis“LAN". Press the DOWN key, then the ENTER
key, the LCD screen will display “STATIC NET".

5. Press the ENTER key, the LCD screen will displ&y. Press the ENTER key again and then the DEL
key, input your desired IP address for your IP ghand confirmed by pressing the ENTER key, then the
LCD will display the input IP address. When inpodtilP with keypad, use “*” instead of “.”.

6. Press the EXIT key to return to previous mehentpress the DOWN key for twice, the LCD scredh wi
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display “DNS”. Press the ENTER key then the DEL,keput your DNS address and confirm it by
pressing the ENTER key, and then the LCD will digghe input DNS address.

7. Press the EXIT key to return to the previousumamd then press the DOWN key, the LCD screen will
display “GATEWAY". Press the ENTER key again andritthe DEL key, input your gateway'’s IP
address and confirm it by pressing the ENTER Keg,lCD screen will display the input gateway
address.

8. Press the EXIT key to return to the previousumamnd then press the DOWN key, the LCD screen will
display “NETMASK”. Press the ENTER key again andrtlihe DEL key, input your netmask and press
the ENTER key to confirm it. The LCD screen wilsgiay the input netmask.

9. Press the EXIT key for four times and pressf®VN key, till the LCD Screen displays “SYSTEM”.

11. Press the ENTER key, the LCD screen will digpéave”, then press the ENTER key again, the LCD
screen will display” ARE YOU SURE”".

12. Press the ENTER key, this phone will displaggVBNG”, then return to display “SAVE".

13. Press the EXIT key twice to exit the menu, toath press the numeric key 1 till the LCD screespldiys
“ARE YOU SURE". Press the ENTER key, the LCD screghdisplay “CHANGING”, If the icon
“static” on the top of screen shows without bliitkneans phone has already used the static IP.

2.2.3. DHCP mode

Press the numeric key 2 and hold till the LCD seréigplays “ARE YOU SURE”". Press the ENTER key,
the LCD screen will display “CHANGING” and this M®@lphone is trying to switch to DHCP mode. If the
icom “DHCP” on the top of the screen keeps blinkhiows that the phone is trying to access the DHCP
server., and the IP is 0.0.0.0 if you press SYSINEQto display the current IP; if the icon “DHCR”
showed without blink, it means that the phone l@saédy gotten IP from DHCP server.

10



3. Basic Functions

3.1. Basic operation

3.1.1. Accepting a call
There are four methods to accept an incoming call:

[0 Pick up handset to accept incoming calls.

1 Press th6&PEAKER button

[0 If you need switch from a hands-free call to hatdglease pick up the handset directly.

[0 If you need switch from a handset call to hanége-fplease press tBEAKER button, and then hang
up the handset.

3.1.2. Making a call
[1  Use handset
Pick up the handset, and the LCD screen will dispRLEASE DIAL ” and you will hear dialing tone
at the same time, then input the phone number addby the# button. When you hear long ring “du,
du...” from handset and the LCD screen displ@ALLING ” the call is through. Hang up the handset
to end the call.
[1  Use hands-free
Press theSPEAKER button and the LCD screen will displal LEASE DIAL " and you will hear
dialing tone at the same time, then input the phmmaber and end by thebutton. When you hear long
ring “du, du...” and the LCD screen displa@ALLING " the call is through. Press tiB#PEAKER
button again to end the call.
[0 Use the phone book
Press thePBOOK button then theENTER button you will enter into the phone book. Préwes t
UP/DOWN button to select your desired contact person, piness th&REDIAL/SEND button to dial
the call.
71 Onhook dial
Input the called number, and press # keREDIAL/SEND button, phone will dial the call and use
hands-free automatically.

3.1.3. Ending a call
[0 Hangs up by handset onhook

[0 Hangs up by press speaker when in hands-free

[0 Hangs up a call when in call waiting state. If yare in call waiting state, you could press # kekidng
up the current call, and switch to the other cakkeep talking.
Pressing # key will not hang up if there is onleaall currently.

3.1.4. Transferring a call

Call transfer has several ways to realize:

1. When Atalks to B, B may press the HOLD key drad to C phone number. After B talks to C (or B
hear alert from C ), B presses the TRANSFER kego&ld hang up, and A will get through to C.

2. When A talks to B, there is C call incoming tpEBBmay press the HOLD key to hold A, and talk€to
pressing the TRANSFER key, so A will get througICto

3. When A talks to B, B presses the TRANSFER k&, d phone number and # key, B could hang up and
A will get through to C.

1 and 2 are attended transfer; 3 is blind transfer.

Notice to VolP Phone Carrier: Your VolP phone seneed support FRC3515, or else transferring can no
work.

11



3.1.5. Calling Hold and 3 ways call

There are two modes to enjoy hold function:

1. Press thelOLD key during a call, and the call will be on hold. WMgha call is on hold, you can establish
another call by dialing your desired number andioont by the # button. Pressing tRHOLD key again
will resume the first call. By using hold functioygu can talk with only one party; the other pavtyo is
on hold can't talk with you. If you press the * tart, you will enter int@ ways call.

2. If the third party calls you during a call, th€D screen will display the incoming call numbere$s the
hold key or # key to hold the first call, and themu can talk with the third party. By using holah@tion,
you can talk with only one party; the other partyons on hold can’t talk with you. If you press ek
phone will hang up the first call, and then acabptnew incoming call.

Notice: You must enable the calling waiting or else ogllhold can't work.

3.1.6. Calls list
The VolIP phone maintains lists of missed, receiaad, dialed calls. Each list can contain up to 100
entries. If the call list capacity is full, new Lalill replace the first call. If you stop powergnly or
restart the phone, the record will disappear.

71 Missed Calls
Press théN key, and then thP/DOWN key, till the LCD screen displayMISSED”. Press the
ENTER key, the LCD screen will display the missed calintber and sequence numbers of the missed
calls.
You can press thREDIAL/SEND key to dial this phone number, or you can presEMTER key,
the LCD screen will display the time of the missatls. If there is no one missed calls, the LCDO wil
display ‘LIST IS EMPTY .

71 Received Calls
Press thdN key, and then theUP/DOWN key, till the LCD screen displayRECEIVED ”. Press
ENTER key, the LCD screen will display the receigadl numbers and sequence numbers of the
received calls. You can press REDIAL/SEND key to dial this phone number, or you can Press th
ENTER key, the LCD screen will show the time of the ieed call. If there is no one received call,
the LCD will display LIST IS EMPTY ".

[1 Dialed calls
Press th®©UT key, the LCD screen will display the phone humlzerd sequence numbers of the
dialed calls. You can press tREDIAL/SEND key to dial this phone number, or pressiiFDOWN
key to browse all records of the dialed callsh#re is on one dialed calls, the LCD will displayST
IS EMPTY".

3.2. The high-level operation
This VoIP Phone provides more advanced functiotes aetting at the permission scope of SIP server.
Please refer to next section to operate.

12



4. Setting

4.1. Setting methods

VolP Phone is different from the traditional phoitaieed be set to make it active. If your VolPvie
provider asks you to set this phone, you can dastly according to the following methods.

This VoIP Phone can be set via three differentragthethods:

The phone key

The web browser on PC

Telnet

This Manual will tell you about the setting methais the web browser on PC.

4.2. Setting via Web Browse

When this phone and your PC are connected to yetwark, enter the IP address of the wan port i thi
phone as the URL (e.g. http://XXX.XXX.XXX. XXX/ AGEEY/XXX. XXX XXX XXX XXXX]).

If you do not know the IP address, you can loakpiton the phone’s display by pressing the key
“SYSINFO” for at most three times.

After you enter the IP address, you will see tHim¥ang web interface.

Username:
Password:

This phone provides different two privileges foffglient users to set it.

The two privileges are guest and administratorgetypely. In guest privilege, user can see butmadify
Register/Proxy Sever Address and port of SIP, acly&iP and lax2. In administrator privilege, usar see
and modify all setting parameters.

Default value in guest privilege
Username: guest
Password: guest

Default value in Administrator privilege
Username: admin
Password: admin

Input username and password, click “logon”, and wdlienter setting web interface.

There is a selection menu on the left side of thb imterface. Click on the desired submenu; theeotrr
settings of this submenu will be displayed in tgér field on the right. You can now modify andretthe
values by using mouse and keyboard of your PCaVe the changes, click on the submenu of “Save
Config” under “Config Manage”, then click the “S&umuitton on the right field.

13



4.2.1. Current Status

Click on the first submenu “Current status”, youlwnter in the following web interface. In this lve
interface, you will see current set parametersystand the firmware version.

Current Status

WAN LAN

Connect Mode |Static IP Address 192.168.10.1
MAC Address |[00:01:02:03:04:0e DHCP Server |ON

IP Address 192.168.1.111

Gateway 192.168.1.1

voIp

‘Defauit Protocol:51IP

[S

SIP IAX2
Register Server (192.168.1.2 IAX2 Server
Proxy Server Register OFF
Register ON State Unregistered
State Registered
SIP STUN OFF
Public SIP 542
Private SIP
TAX2
Version: VOIP PHONE V1.6.60.50 Dec 20 2007 17:35:26
Current Status
SNOwS the configuration miormation on WAN and LANIT,
Network including the connect mode of WAN port (Static, DP{GCPPPOE),
MAC address, the IP address of WAN port and LANJpON or OfFF
of DHCP mode of LAN port.
Shows the current protocols of the phone, and smaremeters of
every protocol. You can know about IP addressesgifter serve
VolP of both IAX2 and SIP, proxy server IP address, Wweestart to

register the SIP and IAX2 servers or not, whetleerdgistered or
unregistered, and whether start to register theN6$é&rver.

Phone Number

Shows the phone numbers provided by the SIP, SiB24/X?2
servers.
The last line shows the version number and issaésl d

14



4.2.2. Network
4.2.2.1. WAN Config

Active Status

WAN Configuration

Active IP

192.168.1.116

Current Netmask

255.255.255.0

MAC Address

00:0e:e9:02:86:6C

Current Gateway

192.168.1.1

Mac Authenticating Code

| valid MAC

Static Mode Setting

IP Address 1192.168.1.116 Metmask |255.255.255.0
Gateway l15z.168.1.1 DNS Domain ||
Primary DNS  [[192.168.1.1 Alter DNS |202.96.1268.68

NET Mode Setting

| Static &

| pHCP O | PPPOE O |

PPPoE Mode Setting

PPPOE Server B
Username ]u59r123
Passwaord BT

Apply |

Active Status

WAN Config

Active IP

192.168.1.116

Current Netmask

255.255.255.0

MAC Address

00:0e:e9:02:86:6¢C

Current Gatewray

192.168.1.1

Mac Authenticating Code

| Valid MAC

Active IP The current IP address of the phone
Current Netmask | The current Netmask address
MAC Address The current MAC address of the phone

Current Gateway

The current Gateway IP address

Mac Authenticating
Code

Static Mode Setting

Set the corresponding authenticating code of MA@oul don't
pass the authentication, then it will show “invallAC”, at this
time, phone will have no sound while the networkasmal.

1P Address [192.168.1.116 Netmask |255,255,255.0
Gateway 122 168.1.1 DNS Domain ||

Primary DNS  [|192.168.1.1 Alter DNS |202.96.128.68
 you use static mode, you need set It.

IP Address

Input the IP address distributed to you.

Netmask

Input the Netmask distributed to you.

15



NET Mode Setting

| Static ® | DHCP O | PPPOE O
Please select the proper network mode accorditigetaetwork condition. this VolP Pho
provide three different network settings:

You can also refer to 2.2. Initial Setting to spsetting your network.

Galeway Inpui the Gateway address distributed o you.
Set DNS domain postfix. When the domain which ymuut can
DNS Domain not be parsed, gateway will automatically add dimain to thg
end of the domain which you input before and péragain.
Primary DNS Input your primary DNS server address.
Alter DNS Input your standby DNS server address.

71 Static: If your ISP server provides you the sti#i@ddress, please select this modg
then finish Static Mode setting. If you don’t kn@out parameters of Static Mode
setting, please ask your ISP for them.

71 DHCP: In this mode, you will get the informatiaiom the DHCP server automaticafly;
need not to input this information artificially.

1 PPPOE: In this mode, your must input your ADSLoart and password.

PPPOE Server lany

Username ]user123

Password [oss

If you uses PPPoE mode you need to make the above setting.

PPPoOE Server It will be provided by ISP.
User Input your ADSL account.
Password Input your ADSL password.
Notice:

1) Click “Apply” button after finished your setting?IPhone will save the setting auton

and new setting will take effect.

2) If you modify the IP address, the web will not resge by the old IP address. Your n
input new IP address in the address column to lagdime phone.

3) If networks ID which is distributed by DHCP servethe same as network ID which
by LAN of system, system will use the DHCP IP to\8&AN, and modify LAN’s netwd
ID(for example, system will change LAN IP from 19@8.10.1 to 192.168.11.1) whe
system uses DHCP client to get IP in startup; stesym uses DHCP client to get IP in
running status and network ID is also same as LAdystem will refuse to accept theg
configure WAN. So WAN's active IP will be 0.0.0.0

atically
eed

is used
rks

—

IPto

4.2.2.2. LAN Config
LAN Configuration

LAN IP |192.168.10.1
|255:555.255.0

Metmask

DHCP Service

NAT
Bridge Mode )
|If you are using lan ip,please reconnect with newr IP after your modification !

LAN Configuration

LAN IP

specify LAN static IP

Netmask

specity LAN Netmask
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DHCP Service

Select the DHCP server of LAN port or not. Aftetuymodify the
LAN IP address, gateway will amend and adjust thHiCP Leas
Table and save the result amended automaticallyrdicg to the
IP address and Netmask. You need restart the ruhthe DH(
server setting will take effect.

1%

NAT Select NAT or not
Select Bridge Mode or not: If you select Bridge Mod the pho
Bridge Mode will no longer set IP address for LAN physical poitAN and W

will join in the same network. Click “Apply”, thehmne will
reboot.

he
AN

Notice: If you choose the bridge mode, the LAN agunfation will be disabled.

4.2.3. VoIP

4.2.3.1. SIP Config
Set your SIP server in the following interface

SIP Configuration

SIP Setting

Register Status Registered Proxy Server Addr ]
Register Server Addr ]192.168.1.2 Proxy Server Port |
Register Server Port ]5060 Proxy Username ‘
Register Username {2115 Proxy Password |
Register Password |uu Local SIP Port ]5060
Domain Realm | Register Expire Time |60 seconds
Phone Number [2115 RFC Protocol Edition |RFC3261 v
MNAT Keep Alive Interval 1607 seconds Server Type ::ccmmun V |
Encrypt Key ] User Agent ]Vo'rp Phone 1.0
DTMF Mode |DTMF_RFC2833 v| |Forward Type off v
Conference Number | Forward Phone Number ||
Enable Conference Num ! S1P(Default Protocol)
Enable Register
SIP Config
Filed name [llumination
Register Status | Shows if the phone has been registered the Slerserwnot.

Register Server Addr

Input your SIP server address.

Register Server Port

Set your SIP server port.

Register Username

Input your SIP register account name.

Register Password

Input your SIP register password.

Proxy Server Addr

Set proxy server IP address Usually, Register SIP Server

configuration is the same as Proxy SIP ServeriBuur VolP
service provider give different configurations beem Register
Server and Proxy SIP Server, you need make diffeettings)

PToXy Server Port

Set your Proxy SIP server port.

Proxy Username

Input your Proxy SIP server account.

Proxy Password

Input your Proxy SIP server password.
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Local SIP Port

Set your Local SIP port, the detault 1s 5000.

Domain Realm

Set the sip domain it needed, otherwise this VdibBrié will use
proxy server address as sip domain automaticaligudlly it is
same with registered server and proxy server |Pesdil

the

Phone Number

Input the phone number assigned by your VoIP semtovider.
Phone will not register if there is no phone numtiarfigured.

Register Expire Time

Set expire time of SIP server register, defautOseconds. If th
register time of the server requested is longahorter than the
expire time set, the phone will change automaticak time intg
the time recommended by the server, and registénag

e

NAT Reep Alive
Interval

Set examining interval of the server, default iss66onds.

RFC Protocol Edition

Select SIP protocol version to adapt for the Shvesewvhich use
the same version as you select. For example, geheer is

CISCO5300, you need to change to RFC2543, elseepimary ngt

cancel call normally. System uses RFC3261 as defaul

S

Select DTMF sending mode, there are three modes:
0 DTMF_RELAY

DTMF Mode 1 DTMF_RFC2833

1 DTMF_SIP_INFO

Different VolP Service providers may provide diffat modes.
Server Type Select the special type of server which is encjpbde has some

unique requirements or call flows.

Encrypt Key

Set the key for encryption

User Agent

Set the user agent if have, the default is VolPnehHO0

Forward Type

Select call forward mode, the default is Off
[0 Off: Close down calling forward

the appointed phone.

No answer If there is no answer, incoming calls will be
forwarded to the appointed phone.

Always: Incoming calls will be forwarded to the appoint
phone directly, and the phone will not ring.

Busy: If the phone is busy, incoming calls will be foraag to

Conterence Number

Set the special phone number of 3 way calling.

Forward Phone Numb

br - Appoint your forward phone ineim

Enable Conference Ny

m Enable/Disable the functibithvuses SIP server to realize 3

way

Enable Register

fnllzing1 not realized h\]l oLl cycfom
Start to register or nat by selecting it or naot

SIP(Default Protacaol)

Use SIP protocal as default dial protocal
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4.2.3.2. IAX2 Config

IAX2 Configuration

TAX2

Register Status

Linregistered

IAX2 Server Addr

[1oz.168.1.2

IAX2 Server Port

{4580

Account Name

EREE

Account Password

I....

Phone NMumber

2111

Local Port

14569

Voice Mail Number

]

Yoice Mail Text

]mail

Echo Test Number

1

Echo Test Text

lecho

Refresh Time

50 Seconds

Enahle Register

[¥]

Enable G.729

O

IAX2({ Default Protocol}

O

Apply

IAX2 Config

Register Status

Shows if the phone has been registered the TAXZes@r not.

IAX2 Server Addr

Input your IAX2 server address.

IAX2 Server Port

Set your IAX2 server port, the default Is 4569.

Account Name

Input your IAX2 register account name.

Account Password

Input your IAX2 register password.

Phone Number

Input your assigned phone number (usually it isesgau’re your
IAX2 account name ).

Local Port

Set your local sport the default is 4569.

Voice Mail Number

Specify the voice mail's number.

Voice Mail Text

Specify the voice mail's name.

Echo Test Number

Set echo test number. If IAX2 server supports @¢eby and echo
number is non- numeric, system could set an edimtenber to
replace the echo test text. So user can dial theeria number to t
echo voice test. This function is provided withveerito make

[est

P St

endpoint to test whether endpoint could talk thtosgrver normally.

Echo Test Text

Specify echo test text's name.

Refresh Time

Set expire time of IAX2 server register, you canitsketween 60 §nd

3600 seconds.

Enable Register

Start to register the IAX2 server or not by selegit or not.

Enable G.729 Enable or disable code G.729 by selecting it or not
Select it to make all outgoing calls through th&XPAserver by
IAX2 default. If you also need make a call through ®Rer, you can

(Default Protocol)

make prefix in dial peer setting to realize SIRicgl

Note: any incoming call can be from both IAX2 an@&.$
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4.2.4. Advance
4.2.4.1. DHCP Service
DHCP Service

DHCP Option

‘DNS Relay ‘

DHCP Lease Table

Manne Start IP End IP Lease Time MNetmask Gateway ONS

lan 192.168.10.1 192.163.10.30 1440 25%5.255.255.0 192.168.10.1 192.168.10.1

ADD Lease Table

Lease Table Name Start IP

J |
End IP | Netmask |
Gateway ] Lease Time ] minute
DNS |

Delete Lease Table

‘Lease Table Name ‘ lan »

L‘

DHCP Service
Select DNS Relay, the default is enable. ClickApely button t
become effective.

DNS Relay

DHCP Lease Table

Start IP End IP Lease Time Netmash Gateway DNS

lan 192.168.10.1 192.168.10.30 1440 255.255.255.0 192.168.10.1 192.168.10.1

Shows the DHCP Lease Table the unit of Lease time Is Minute.

Click the Add button to submit and add this lease table

Delete Lease Table

Lease Tahle Name ‘: lan | ‘
elect name of lease table, click ieetebutton will delete the selected lease table fro

DHCP lease table.

Notice:

1) The size of lease table can not be larger thaguhaetity of C network IP address. W

recommend you to use the default lease table anchoaify it.

O

Lease Table Name | Specity the name of the lease table
Start IP Set the start IP address of the lease table
Set the end |IP address of the lease table, theorietievice
End IP connected to LAN port will get IP address betwetartSP and End
IP by DHCP.
Netmask Set the Netmask of the lease table
Gateway Set the Gateway of the lease table
Lease Time Set the Lease Time of the lease table
DNS Set the default DNS server IP of the lease table

m

\1%

2) If you modifies the DHCP lease table, you neea ¢he configuration and reboot.
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4.2.4.2. NAT Configuration
NAT is abbreviated from Net Address Translatiois, & protocol responsible for IP address transhatio
other word, it is responsible for transforming Higort of private network to public, also is tiRedddress

mapping which we usually say.

Legal IP address

UDT}E[SURI]

NAT Equipment

Inner network

Private IP

DMZ config:

In order to make some intranet equipments sup@téibservice for extranet, and make internal ngtwo
security more effectively, these equipments opesxtoanet need be separated from the other equismen
open to extranet by the corresponding isolatiorhoeticcording to different demands. We can prothde
different security level protection in terms of ttiéerent resources by building a DMZ region whigdm

provide the network level protection for the equ@nts environment, reduce the risk which is caugsed b

providing service to distrust customer, and iskist position to put public information

The following chart describes the network accesgrobof DMZ

INTERNET

Q;:-" Inner Network area

21



NAT Configuration

ALG Select
| IPSec ALG | FTP 8LG | PPTP ALG |

NAT TCP Talbe

|Inside IP |Inside TCP Port |0utside TCP Port

NAT UDP Table

|Inside P |Inside UDP Port |0utside UDP Port

Add/Delete table

Transfer Type iTCP bt Inside IP | Add
Inside Port | Outside Port | Delete
|0utside 1P |Inside P |
Qutside IP | ‘Inside ip “ add
Outside IP [
NAT Configuration
IPSec ALG [t Is an encryption technology. Select it to endbBec ALG, the
default is enable
FTP Is a service of connection layer which candiam intranef IP
FTP ALG into extranet IP when intranet IP is sending owkpa
Select it to enable FTP ALG, the default is enable
PPTP ALG Select it enable PPTP ALG, the default Is enable
Inside IP |Inside TCP Port |0utside TCP Port |
Shows the NAT TCP mapping table
‘Inside p ‘Inside UDP Port |0utside uDP Port
Shows the NAT UDP mapping table
Add/Delete table |
Transfer Type i?cE_v' Inside IP ] Add
Inside Port ] Qutside Port ] Delete
Transfer Type Select the NAT mapping protocol style, TCP or UDP
Inside IP Set the IP address of device which is connectéd\id interface|to
do NAT mapping.
Inside Port Set the LAN port of the NAT mapping
Outside Port Set the WAN port of the NAT mapping

Notice: After finish setting, click the Add button to adew mapping table; click the Delgte

button to delete the selected mapping table.
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DMZ Table
Qutside IP Inside IP
192.168.1.119 192.168.10.23

Shows the outside WAN port IP address and theensiAN port IP address.

Qutside IP | ‘Inside' {2 ‘] Add
Outside IP [
Outside | Set the outside Wan port IP address of DMZ.
Inside IP Set the inside LAN pot IP address of DMZ

table.

4.2.4.3. Net Service )
Net Service

Port Setting

HTTP Port leo Telnet Port |23

RTP Initial Port |1oooo RTP Port Quantity  |[200

‘If modify HTTP or Telnet port,you'd better set it more than 1024,and the modification need to save and reboot. ‘

| |
DHCP Leased Table
‘Leased IP Address ‘Client Hardware Address ‘
Net Service

HTTP Port Example:
The IP address is 192.168.1.70. and the port val8@90, the
accessing address is  http://192.168.1.70:8090
Set Telnet Port, the default is 23.You can chahgevélue into
others.
Telnet Port Example:
The IP address is 192.168.1.70. the telnet poutevial 8023, the
accessing address is telnet 192.168.1.70 8023

RTP Initial Port Set the RTP Initial Port. 1t I1s dynamic allocatio
RTP Port Quantity | Set the maximum quantity of RTP Port, the defauQ0.

DHCP Leased Table| IP-MAC mapping table. If the LAdIt of the phone connects
device this table will show the |P and MAC addreSthis dewvig

Notice:
1) You need save the configuration and reboot the @ladter set this page.
2) If you modify the port of Telnet and HTTP, you wddletter set the value more than

because the port value less than 1024 is systemmgsarved.
3) if you set 0 for the HTTP port, it will disable HPTservice.

Click theAdd button to add new table; click tineletebutton to delete the selected magping

set web browse port, the default is 80 pdftyou want to enharce
system safety you'd better change it into non-80 standard;p¢rt

to a

1024
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4.2.4.4. Firewall Config

Firewall Configuration

Firewall Type

‘ [[] 1n_access Enable | [] out access Enable

Firewall Input Rule Table

‘Inden

Deny/Permit ‘ Protocol ‘ Src Addr | ‘ Des Mash

‘ Range Port

Firewall Qutput Rule Table

‘ Index Deny/Permit ‘ Protocol ‘ Src Addr | Src Mask ‘ Des Addy ‘ Des Mask ‘ Range Port ‘
Firewall Rule Init

Input/Qutput |In|Jut V| Deny/Permit [Deny

Protocol Type HID_P_H Port Range i more than + I]

Src Addr | Des Addr |

Src Mask | Des Mask |

Firewall Rule Delete

Input/Qutput l_inPut VJ Index To Be Deleted ]

Firewall Configuration
In this web interface, you can set up firewall teyent unauthorized Internet users from
accessing private networks connected to the Intéimmaut rule), or prevent unauthorized
private network devices from accessing the Intefoetput rule).
Firewall support two type of rules: input_acceds and output_access rule. Each type
supports at most 10 items.
Through this web page, you could set up and erdibédile firewall with input/output rules.
System could prevent unauthorized access, or aotessnetworks set in rules for secutfity.
Firewall, is also called access list, is a simpiplementation of a Cisco-like access list
(firewall). It supports two access lists: one fittefing input packets, and the other for filfering
output packets. Each kind of list could be addedtdr@s.
We will give you an instance for your reference.

| [] out_access Enable ‘

‘ [] In_access Enable

Input/Output [Input v/ Deny/Permit \Deny v
Protocol Type @l Port Range | mare than v' |
Sre Addr | Des Addr [
Src Mask | Des Mask |
In_access enable | Select it to Enable in_ access rule
Out_access enable| Select it to Enable out_ access rule
Input/Output Specity current adding rule by selecting input raieutput rule
Deny/Permit Specify current adding rule by selecting Deny éermit rule
Protocol Type Filter protocol type. You can select TCP, UDP, ICMPIP.
Port Range Set the filter Port rang
Src Addr Set source address. It can be single IP addresgymeaddress,
complete addres$).0.0.0, or network address similar to *.*.*.0




Set the destination address. It can be IP addnessprk address,

Des Addr complete address 0.0.0.0, or network address sitoifa*.*.*

Set thesource address’ mask. For example, 255.255.25%525%Hs
Src Mask just point to one host; 255.255.255.0 means poiatretwork

which network ID is C type.

Set thedestination address’ mask. For example, 255.255285
Des Mask means just point to one host; 255.255.255.0 meains {o a

network which network 1D is C type.

Click the Add button if you want to add a new output rule.

Firewall ODutput Rule Table

Index

Dany/Permit Protocol

Src Addr

Srec Mash

Des Addr

Des Mask

Range Port

deny ICHMP

192.168.10.77

255255255255

192.168.10.88

255.255.255.2535

more than ]

Then enable out_access, and click the Apply button.
So when devices connect to LAN execute to ping168210.88, system will deny the request
to send icmp request to 192.168.10.88 for the @gess rule. But if devices ping other d
which network ID is 192.168.10.0, it will be normal

Firewall Rule Delete

Input/Output

[tnput v

‘Index To Be Deleted ‘

[Costere )

evices

Click theDeletebutton to delete the selected rule.

4.2.4

.5. QoS Config

The VolIP phone support 802.1Q/P protocol and Diff®enfiguration. VLAN functionality can use
different VLAN IDs by setting signal/voice VLAN arthta VLAN. The VLAN application of this phone is
very flexible.

Cionot use VAN

Switchboard

Broadcast
Frarme

Chart 1

After Switchboard received
the Broadcast Frame,
transmit to every ather port
except the send paort
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Use VAN _ _
After Switchboard received

Switchboard _,«""1'" — /_\‘\ the Broadcast Frame,
a k = only transmit it to other

! port which belong to same
WLAM with send port

Broadrcast

\

VLAN 2

g rnadcast %j

Brnadcast% /;
Diornain - '

Darmain

Chart 2
In chart 1, there is a layer 2 switch without sefti/LAN. Any broadcast frame will be transmittedthe
other ports except the send port. For example doast information is sent out from port 1 then sraitted

to port 2, 3 and 4.

In chart 2, red and blue indicate two different Vl&\in the switch, and port 1 and port 2 belongetb r
VLAN, port 3 and port 4 belong to blue VLAN. If adadcast frame is sent out from port 1, switch will
transmit it to port 2, the other port in the redANL and not transmit it to port3 and port 4 in bieAN. By
this means, VLAN divide the broadcast domain velrieting the range of broadcast frame transmission
Note: chart 2 use red and blue to identify theedéht VLAN, but in practice, VLAN uses different YAN

IDs to identify.

QoS Configuration

[] VLAN Enable
[“]VLAN ID Check Enable Voice/Data VLAN differentiated I:U.ndifferent_i_ated V
(] piffserv Enable DiffServ Value ox/bs
Voice 802.1P Priority |0 (0-7) Data 802.1P Priority o (0-m
Voice VLAN ID [256  (0-4095) |Data VLAN ID 254 (0-4095)
|

QoS Configuration

-

Before select it to enable VLAN, you need enablelg mode 1
Lan config
Enable VLAN ID check by selecting it. After enabeAN ID
VLAN ID Check Enable check, if VLAN ID of a packet is not the same witle phone’s pr a
packet do not have VLAN ID, the packet will be disbed.
After enable VLAN, system will set packets withfdient type d
VLAN ID. Undifferentiated means after using VLANoth voip
Voice/Data VLAN | packets and other data packets will use the volo&N/ID; tag
differentiated differentiated means after using VLAN, voip(sigaal voice)
packets will add voice VLAN ID, and other data petskwill add
data VLAN ID; data untagged means after using VLANIy voi

VLAN Enable

=

o
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packets will add voice VLAN ID. Other data packets not use
VLAN
Select it or not to Enable or disable DiffServ
Set DiffServ value, the common value is 0x00. OxXbich is the
highest priority

Specify 802.1P Priority @iiee/signal data packet.

Set 802.1p of data VLAN. NéoiP data(such as http ,telnet Jping
stc)-will-use-this-value-to-set-VLANpatcket-
Set V|l AN 1D of voice/signal data packet
Set 802.1q of data VLAN ID. Non-VoIP data(such as
http .telnet .ping etc) will use this value to ¥&AN patcket.

DiffServ Enable
DiffServ Value

Voice 802.1P Priority|

Data 802.1P Priority
Voice VLAN ID
Data VLAN ID

Noftice:

1. If you don’t enable diffServ, phone will not setice/data packets with different VLAN
even if select tag differentitted.

2. If you disable VLAN, system will not add VLAN I all packets, regardless of DatajVoice
Diffserv. If you enable diffserv, system will jusét the diffserv value to voice/signal ppckets.

3. VLAN ID Check Enable is on by default. It meaystem will check VLAN ID strictly; |f
packets’ VLAN ID are not same as value system usirigas no VLAN, packets will bg lost;
if it is off, system might accept packets which VMAD are not same as value system using
or has no VLAN.

14
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4.2.4.6. Advance SIP Configuration
In this web page, you can config SIP STUN, Privg¢ever and so on.
STUN:

By STUN server, a phone in private network couldwrihe type of NAT and the NAT mapping IP and
port of SIP. The phone might register itself to S#Pver with global IP and port to realize the devoth
calling and being called in private network.

L Send reguest

(o Stun server
| from S060 port

afant to receive

diata from 5060 ' 3

ot "

— ZPrivate Network
b "

[Stun zerver tell
customer public
netweork [P and
12345 port

|
=
B

NAT

STIN Server
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Advance SIP Configuration

Advance SIP Setting

Public Sip Status Registered Private Sip Status Unregistered
Private Register ] Private Proxy |

Register Port |5060 Proxy Port [

Register Username ] Proxy Username |

Register Password | Proxy Password ]

Expire Time ﬁ— Seconds STUN NAT Transverse FALSE

Private User Agent |\-‘0ip Phone 1.0 STUN Server Addr |

Private Domain | STUN Server Port {2478

Private Number | STUN Effect Time ISD— Seconds
Private Server Type [common v Subscribe Expire Time T?T seconds
Forward Type Off b Forward Phone Number ]

Private Conference Num ] Enable SIP Stun ]

Enable Private Confer Num |[] Enable KeepAuthentication |[]

Enable PRACK I Rtp Encrypt ]

MNAT Keep Alive [y Enable Session Timer OJ

Enable Via rport O Enable Subscribe ]

Signal Encrypt il Answer With Single Codec

Enable URI Convert Enable Private Register 7]

Advance SIP Configuration

Public Sip Status

shows that the phone registered or unregisterebicPagrver

Private Sip Status

shows that the phone registered or unregistereaterserver

Private Register

| Private Proxy |

Register Port

|s060 Proxy Port

Register Username

Register Password

|
] Proxy Username |
|

] Proxy Password

Set Private Server parameters:

EXpire Time

Set the expired time Tor registering pPrivate Server.

STUN NAT Transverse Shows STUN NAT Transverse esion, true means STUN ¢

S UN Server Addr

nenetrate I\IAT1 while Ealse means not

IS(—*At vour SIP STUN Server IP address

STUN Server Port

Set your SIP STUN Server Port

STUN Effect Time

is idle after time out, it will release the mappemd the system
need send a STUN packet to keep the mapping eféeatid aliv

Set STUN Effective Time. If NAT server finds thaN&T mapping

11%

Subscribe Expire Timg

Set the interval time ofdéieg SUBCRIBE message, like regi

exnire time
T

Ster

Enable SIF STUN

Enable/Disable SIP STUN

Enable Keep
Authentication

Enable/Disable Keep Authentication
System will take the last authentication field whis passed the
authentication by server to the request packetillldecrease th
server’s repeat authorization work, if it is enable

11%

Enable PRACK

Enable/Disable PRACK.

NAT Keep Alive

Enable/Disable keep NAT of SIP alive.
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It some server refuse 1o register with too shddérwval time, and
has no packets sending to device in private nettwmieep NAT
alive, user could set this function ON. It needtbetkeep alive
interval time less than the NAT server’s.

Enable/Disable system to support RFC3581. Via rigspecial

Enable Via rport .
P way to realize SIP NAT.

Signal Encrypt Enable/Disable Signal Encrypt.

Enable Private Registger Enable/Disable Privateesdreqgister.

Rtp Encrypt Enable/Disable Rtp Encrypt.

Enable Session Timef Set Enable/Disable SessioerTinhether support RFC4028.

Enable Subscribe Enable/’DisabIe sending SUBSCRIBE messages to shesithg
phones’ status or voice mail after being registered

Answer With Single | Enable/Disable the function when call is incomiplapne replies
Codec SIP message with just one codec which phone support

0422 inctaad of “#" character in SIP LRI
L HAStea G- 0+—FHF—GHalaGte 1 otr—o-

Enable URI Convert | Enable/Disable the function whbane sends SIP request, usi

Notice: SIP STUN is used to realize SIP penetration to NIlAyour phone configures ST
Server IP and Port (default is 3478), and enalfeSElin, you can use the ordinary SIP §

to realize penetration to NAT.

4.2.4.7. Digital Map Configuration

This system supports 4 dial modes:
1). End with “#": dial your desired number, andrtgess #.
2). Fixed Length: the phone will intersect the neméaccording to your specified length.

3). Time Out: After you stop dialing and waitingg out, system will send the number collected.
4). User defined: you can customize digital mapsub make dialing more flexible. It is realized by

defining the prefix of phone number and number tlerag dialing.

Digital Map Configuration

Digital Map Setting
End With "#"

[CIFizedLength |FE
Time Out i (3-30)

Digital Map Table

|_: __Delete
Digital Map Configuration
End with "#" Set Enable/Disable the phone ended with “#” dial.
Fixed Length Specify the Fixed Length of phone ending with .

Time out S_et the timeout of the last dial digit. The callllwe sent after
timeout.

Digital Map Table |

RULE

|
[

elow is user-defined digital map rule:

or a list of digits.

[] Specifies a range that will match digit. May &eange, a list of ranges separated by gommas,
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X Match any single digit that'is dialed.

Match any arbitrary number of digits including none
Tn Indicates an additional time out period befdggtsl are sent of n seconds in length. n|is
mandatory and can have a value of 0 to 9 secomdswUBt be the last 2 characters of a glial
plan. If Tn is not specified it is assumed to bebYGlefault on all dial plans.
RULE

“[1-8]uxx™

TOXXAAXAR"

g™

“g9gT4™

"ggo1ix.T4"

Cause extensions 1000-8999 to be dialed immediately

Cause 8 digit numbers started with 9 to be dialedediately

Cause 911 to be dialed immediately after it is reute

Cause 99 to be dialed after 4 seconds.

Cause any number started with 9911 to be dialextdrsls after dialing ceases.
Notice: End with “#”, Fixed Length, Time out and Digitaldyd Table can be used
simultaneously, System will stop dialing and senthher according to your set rules.

4.2.4.8. Call Service
In this web page, you can configure Hotline, Calirisfer, Call Waiting, 3 Ways Call, Black List, Linhist
and
So on.
Call Service

Hot Line

|Hut Line ‘]

Call Forward

Mo Disturb Ban Outgoing

Enable Call Transfer Enahle Call Waiting

Enable Three Way Call Accept Any Call

Auto Answier Enable Voice Record

00| & =0
O & EO

User-Defined Yoice Incoming Record Playing

Mo Answer Time ]20 {seconds) P2P IP Prefiz
=

Remote Record No.

Use Record Server

Black List

[ [ add ] [¥] [pelete | \

| Casd ] = Costete ] |
Call Service

Specify Hotline number. If you set the number, gan not dial finy
other numbers.

Select NO Disturb, the phone will reject any incogcall, the
No Disturb callers will be reminded by unavailable, but anygoing call from
the phone will work well.

If you select Ban Outgoing to enable it, and you cat dial out
any number.

Hotline

Ban Outgoing
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Enable Call Transfer

Enable Call Transfer by seigat.

Call transfer has several ways to realize:
1. When Atalks to B, B may press the HOLD key drad to C phone number. After B {
to C (or B hear alert from C ), B presses the TRANR key; B could hang up, and A will

get through to C.

2. When A talks to B, there is C call incoming tpEBBmay press the HOLD key to hold
and talks to C, pressing the TRANSFER key, so Agat through to C.

3. When A talks to B, B presses the TRANSFER k&, d phone number and # key, K
could hang up and A will get through to C.

1 and 2 are attended transfer; 3 is blind transfer.
Notice to VolP Phone Carrier: Your VolP phone seneed support FRC3515, or else
transferring can not work.

Enable Call Waiting

Enable Call Walting by selecting it.

Enable Three Way Cal

Enable Three Way Call byciwlg it.

Note: If the party who launched the three way batgs up, the other two parties can ng
through; while if the party who did not launch theee way call hangs up, the other two

can get through.

Accept Any Call

If select it, the phone will accept the call evethe called numbjer

is not belong to the phone.

Auto Answer

If select it, the phone will auto answer when theran incoming
call.

Enable Voice Record

If select Enable Voice Record, when no answer tifren incom
call is beyond its set value, the phone will remtimel caller to
record.

User-Defined Voice

Select it or not to Enable or disable User Defilette

Incoming Record
Playing

Select it or not to Enable or disable Incoming Rdd@laying

No Answer Time

Specity No Answer Time

P2P IP Prefix

Set Prefix in peer to peer IP call. For exampleatyou want to
dial is 192.168.1.119, If you define P2P IP Pref$x192.168.1.,
dial only #119 to reach 192.168.1.119. Default’isf'there is ng
“.” Set, it means to disable dialing IP.

Use Record Server

Select it or not to Enable or disable Use Recordese

Remote Record No

o

alks

A,

t get
parties

ng

you

Set Remote Record number. Via dialing this nunmyau,can lisfen

all voice records in your VolIP server.

Set Add/Delete Black list. If user does not wanamswer some

Black List phone calls, add these phone numbers to the Bliatkand thes
calls will be rejected.
Set Add/Delete Limit List. Please input the praiixhose phong
numbers which you forbid the phone to dial out. &mmple, if
Limit List you want to forbid those phones of 001 as prefiaalialed out

you need input 001 in the blank of limit list, thgou can not dig
out any phone number whose prefix is 001.

14

Notice: Black List and Limit List can record at most1énts respectively.
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4.2.4.9. MMI Filter
MMI Filter

Filter Enable

| MMI Filter  [] |
| |
Filter Table
|Start p |End p |
Start 1P |
End IP |
Start IP to be deleted [ =]

MMI Filter

User could make some devices own IPs, which arsmeeified, access to phone to config and

manage phone.
MMI Eilter Select_ it or not to enable or disable MMI Filtetick Apply to
make it effective.

Filter Table

Start Ip |End P |
I Flleter 1Ps Table

et 1P !

p i [ add_]

Start IP to be deleted [ ]

Add or delete the IP address segments that aczes®be.
~Setinitiat tPaddress i the Start tPcotummm, Set 1P address i the End tPtofumm, and click
Add to add this IP segment. You can also click Eele delete the selected IP segment.

4.2.4.10. DSP Config
In this page, you can configuigsqiﬁqfﬂilmmi@“me and so on.

DSP Set

Coding Rule g711Ulaw6dk V| Input ¥olume 2 {1-9}
Signal Standard " | china E Output Yolume 7 {1-9)
Ring Type !Iypl_a_lv_| Handfree Yolume ]4 ({1-9)
Handdown Time 200 ms Ring Yolume 5 {1-9)
G729 Payload Length (20 ¥ s DTMF Payload Type 101
vap [
NDNCD Caonficuniration
7 Jl VUIIIIHUIMLIUII
—Cuodimg Rute | Setect DSPvoite toding Tufe:
L Nl L ) ks L AW ITA\WWi L =l
III|JUL VUIUITIT \JlJCbIIy III}JUL\IVII\/) VUIUITIT HIQUC.

Qe | Q4 <l =l
Slyliar ostdiiuarua

Output Volume

Qal Qs Q4+ PN | PN
OCTITUL oSiyiiar ostditiuairu.

Specify Output(receiver) Volume grade.
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Ring Type Select Ring Type
Handfree Volume | Specify Handfree Volume grade
Handdown Time gggr(;:;y the least reflection time of Handdown, dleault value |s
Ring Volume Specify Ring Volume grade
G729 Payload Length  Set G729 Payload Length
DTMF Payload Type| Set DTMF Payload Type
Select it or not to enable or disable VAD. If eraWAD, G729
VAD
Payload length could not be set over 20ms.

4.2.4.11. VPN Config

This web page provides us a safe connect mode phwie can make remote access to enterprise inner
network from public network. That is to say, younct it to connect public networks in differergas into
inner network via a special tunnel.

Eo
Physical Network g ;

Fi 1 Switchboard

Eealizez the logical special line through VF

S @
PCT A %B -. Q:?:'C]:]

VPN Configuration

0@

YPN IP

|vPN P ‘u.u.u.u

UDP Tunnel

YPN Server Addr |0.0.0.0 ¥PN Server Port I
Server Group ID ]VPN Server Area Code 112345

L2TP

YPN Server Addr | VPN User Mame “
VPN Password |

@ UDP Tunnel O L2TP ‘ [ Enable ¥BN

VPN Configuration
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VPN IP | Shows the current VPN [P address

UDP Tunnel

¥PN Server Addr  |[0.0.0.0 ¥PN Server Port ]
Server Group ID =T Server Area Code {12345
VPN Server Addr Set VPN server [P Address

VPN Server Port Set VPN Server Port

L2TP

YPN Server Addr | YPN User Name i1

VPN Password |
VPN Server Addr

Set VPN LZTP server [P address

VPN User Name Set User Name access to VPN L2TP Server
VPN Password Set Password access to VPN L2TP Server

& UDP Tunnel O L2TP
Select UDP Tunnel (VPN Tunnel) or VPN L2TP. You ci@oose only one for current st

After you select it, you'd better save conifguratend reboot your phone.
Enable VPN | Select it or not to enable or disable VPN

4.2.5. Dial-Peer Setting
This functionality offers you more flexible dialley you can refer to the following content

hte.

to knbow to

use this dial rule. When you want to dial an IPradd, the entry of IP addresses is very cumberdoméy

this functionality, you can set number 156 to repld92.168.1.119 here.

Number (Call Mode Destination Port Alias Suffix Del
Length
156 sip 192.168.1.119 5060 no alias no suffix |0

When you want to dial a long distance call to Bgjjiyou need dial an area code 010 before localeho

number, but you can also dial number 9 insteadlLO6fditer we make a setting according to this dikd.rFor

example, you want to dial 01062213123, but you ridaldonly 962213123 to realize your
after you make this setting.

long distanak

Number |Call Mode Destination Port alias Suffix e
Length

g1 sip 0.0.0.0 5060 rep:010 |[no suffix |1

The phone supports two SIP lines and one 1AX2 lixfeer you make a configuration according to t

rule, you can realize dialing out via differentdmwithout switch in web interface.

Dial-Peer
Dizl-Peer Table
Number  |Call Maode Destination Part flias Suffix Del
Length
ar sip 0.0.0.0 5060 del no suffis |1
8T sip 255.255.255.255 5060 del no suffis |1
156 sip 192.168.1.119 5060 no alias |no suffiz |0

Dial-Peer Option

hisl d

|9T hud |[ Delete |  Modify | ‘
| |
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Dial-Peer

There are two types of matching conditions: orfellsnatching,
the other is prefix matching. In the Full matchiggu need inpuft
your desired phone number in this blank, and tleenneed dialjt
phone number to realize calling to what the phamaler is
mapped. In the prefix matching, you need input yamsired prefi
number and T, then dial the prefix and a phone rarrtdrealizg
calling to what your prefix number is mapped. Thefix numbe
supports at most 30 digits

Call Mode Select SIP or IAX2 protocol

Set Destination address / phone number. This isrmgdtconfig
item. If you want to set peer to peer call, pleéapeit destination|
address or domain name. If you want to use thisrdia in SIP2
line, you need input 255.255.255.255 or 0.0.0.2 in

Port Set the Signal port, the default is 5060 for SIP

Set alias. This is optional config item. If you doset Alias, it wi
show no alias.

Please input different alias, there are four tygfesiases.

1) add: xxx, it means that you need dial xxx imfrof phone number, which will reduce
dialing number length.

2) all: xxx, it means that xxx will replace someopl number.

3) del: It means that phone will delete the numvaiéln length appointed.

4) rep: It means that phone will replace the numtidr length and number appointed.

Phone number

Destination

Alias

different aliases and this dial rule.

Suffix don’t set it.
Set delete length. This is optional config itemr Ewample: if th

U

Delete Length e : .
g out the rest digits. You can refer to examplesiiééient alias

application to know how to set delete length.
Introduction of how to set up dial-peer to implemswitch between multi- SIP lines

Number |Call Mode Destination Port Alias Suffiz E::lgth

aT sip 0.0.0.0 060 del no suffix |1

8T sip 255.255.255.255 5060 del no suffix |1

9T mapping: If you have registered a Public SIReseand set dial-peer according to the

dialing destination phone numbers.
8T mapping: If you have registered a Private Siveseand set dial-peer according to the
above table all calls will be sent via private server when ywess the numeric key “8” |i
front of dialing destination phone numbers.
Examples of different alias application

Blane mnjm ! You peepl s_et phone numbr,
o T ] ] 3| Destination, Alias and Delete Length.
11255.255.285.255 | Phone number is XXXT, Destinatipn
is 255.255.255.255 and Alias is d¢llf you dial “93333”,
o] Any phone No. that starts with yodrthe SIP2 server will
e | set phone number will be sentvia|]  receive “3333”
" SIP2 line after the first several digjts
i of your dialed phone number are
| deleted according to delete length.

-

Set suffix, this is optional config item. It wilhew no suffix if ydu

delete length is 3, the phone will delete the frsligits then send

table all calls will be sent via public server when yae$s the numeric key “9” in front pf

he

X

P

You can refer to the following examples of differalias application to know more how {o use
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You need set Phone number and

.
| |l Alias. Phone number is XXX and When you dial 2"
I

Alias is all:xxx the SIP1 server will

1135330000 | Jieceive 33334444

This setting will realize speed dial
memory key functionality.

|| You need set Phone Number and
Il Alias. Phone number is XXXT and When

Alias is add:xxx you dia

_ ; . “8309“, the SIP1
| The phone will automatically send erver will receive

out alias number adding your dialg i
| number, if your dialed number staft) °°8309
with your set phone number.

You need set Phone Number, Aligs
and Delete Length. Phone numbey is
XXXT and Alias is Rep:xxx
When you dia
If your dialed phone number starts “0106228", #tel
with your set phone number, the flrst server vatieive
digits same as your set phone nuinber “86106228"
will be replaced by the alias number

specified and New phone number|
will be send out.

You need set Phone Number and
suffix. Phone number is XXX and
|| Suffix is xxx.

When you dial “147’
the SIP1 server will
+| If your dialed phone number start$ receive “1470011”

| with your set phone number. The
phone will send out your dialed
phone number adding suffix numier.

4.2.6. Config Manage

4.2.6.1. Save Config

In this web page, you can save all changes of gordtions. Click the Save button, all changes of
configuration will be saved, and be effective iminagely. .
Notice: If you don’'t make a save, some changes of cordigums will be discarded after the phone is reset.
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Save Configuration

Save all

Press the "Save" button to save the configuration files !

4.2.6.2. Clear Config
Clear Configuration

Set Default

The device will reboot and use default configuration !

Clear

If you login as Admin, the phone will reset all ¢ignirations and restore factory default; if youilogs

Guest, the phone will reset all configurations gxder VolP accounts (SIP, advance SIP and IAX2) an
version number.

4.2.6.3. Backup Config
Right click on “Right click here...” and select “Savarget As...."” then you will save the config file .ot
format

Backup Config

Backup Config

The device will reboot and wse default configuration !

Right Click here to Save as Config File {.txt)

4.2.7. Update
You can update your configuration with your corfflg in this web page.

4.2.7.1. Web Update

Click the browse button, find out the config fileved before or provided by manufacturer, downloaal iP
Phone directly, press “Update” to save. You caa afgdate downloaded update file, logo picture,,ring
mmiset file by web.

Web Update
Lipdate Option
‘Selectfile “ PSS .. | (*.z or *ixt] |
The device will reboot wthen update finish?
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4.2.7.2. FTP/TFTP Update
Update Configuration

FTP Download

Server |
Usemame 1
Passwiard [
File name |
Type in.pplil:atiun update -v—|
Protocol i_FTP—Vi
|
FTP/TFITP Update
Server Set the FTP/TFTP/HTTP server add_ress for dqwnlcpﬂw_lm. THe
address can be IP address or Domain hame withrsghatiy.
Username Set the FTP server Username for download/upload.
Password Set the FTP server password for download/upload.
File name Set the name of update file or config file. Theaddtf name is the
MAC of the phone, such as 000102030405.

Notice: You can modify the exported config file. And yoancalso download config file which
includes several modules that need to be impoRedexample, you can download a coffig

file just keep with SIP module. After reboot, otlmodules of system still use previous detting
and are not lost.

Action type that system want to execute

1. Application update: download system update file

2. Config file export: Upload the config file to PITFTP server

Type name and save it.

3. Config fie import: Download the config file tdvpne from
FTP/TFTP/HTTP server. The configuration will beeefive
after the phone is reset.

Protocol Select FTP/TFTP/HTTP server

4.2.7.3. Auto Provisioning
Auto Provisioning

Aute Lipdate Server Configuration

Current Version 2.0002
Server Address j0.0.0.0
Username ]user
Password |saus

Config File Name |

Config Encrypt Key |

Protocol Type FTP. = |

Update Interval Time ]1 Hour

Update Mode |Disa|3|_e VI




Auto Provisioning

Current Version show the current config file’s version.
Server Address | Set FTP/TFTP/HTTP server IP address for auto update
Set FTP server Username. System will use anonymaossrname
keep blank.
Password Set FTP server Password.
Set configuration file’'s name which need to upd&testem will dise
Config File Name | MAC as config file name if config file name keembk. For
example, 000102030405.
Config Encrypt Key | Input the Encrypt Key, if therdiguration file is encrypted.

Protocol Type Select the Protocol type RTPFTP or HTTP.
Update Interval Time| Set update interval time, istour.
Different update modes:

1. Disable: means no update

Update Mode 2. Update after reboot: Fr)neans update after reboot.
3. Update at time interval: means periodic update.

Username

4.2.8. System Manage

4.2.8.1. Account Config
You can add or delete user account, and changeutherity of each user account in this web page.

Account Configuration

User Table

User Name User Lewvel

admin Root

guest General

Add User

User Name | User Level i_ﬁat ﬂ

Password | Confirm |

User Option

“"a_dmin_’v_f |[ Modify | [ Delete | |

Keyboard Password Set

l....

‘Keyhoard Password

|
Account Configuration
User Name Set account user name.
User Level Set user level, Root user has the right to modfyfiguration,
General can only read.
Passwora Set the password.
Confirm Confirm the password.

—

Select the account and click tdify to modify the selected account, and clickDedetdto

delete the selected account.
Keyboard Password| Set the password for enterimgetting menu of the phone by the

Inhnma’c I(n\]/ hoard The r\ncc\l\lnrd IS r{igit
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4.2.8.2. Syslog Config

You can enable or disable the syslog function amdig syslog server IP address & port via this page
Syslog is a protocol which is used to record tlgerfeessages with client/server mechanism. Syslogser

receives the messages from clients, and clas#iis based on priority and type. Then these messaitie
be written into log by some rules which adminigiratan configure. This istatter way for log management.

8 levels in debug information:

Level 0---emergency: This is highest default delmfig level. You system can not work.

Level 1---alert: Your system has deadly problem.

Level 2---critical: Your system has serious problem

Level 3---error: The error will affect your systemorking.

Level 4---warning: There are some potential dand&us your system can work.

Level 5---notice: Your system works well in speaahdition, but you need to check its working
environment and parameter.

Level 6---info: the daily debugging info.

Level 7---debug: the lowest debug info. Profesdide#ugging info from R&D person.

Syslog Configuration

Syslog Setting

Server Address In.0.0.0 Server Port 514
MGR Log Level :Nnne v: SIP Log Level E:Nune V|
I4X2 Log Level ;Nune v Enable Syslog =}

Syslog Configuration
Server Address Set Syslog server IP address.
Server Port Set Syslog server port.
MGR Log Level Set the level of MGR log.
SIP Log Level Set the level of SIP log.
IAX2 Log Level Set the level of IAX2 log.
Enable Syslog Select it or not to enable or disable syslog.
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4.2.8.3. Phone Book
You can input the name, phone number and selegtype for each name here.

Phone Book

Phonebook Table

Index

Name

Number

Type

1

vicky

4111

Type 4

Add

‘I

Name | Mumber
Ring Type _D_efa_ult_V‘
| |
‘w “ Delete | [ Modify |
Phone Book
Index Natre MNumhber Type
i vicky 4111 Type 4

hows the detail of current pnonebook.

Name Shows the name corresponding to the phone number.
Number Shows the phone number.
Ring Type Shows the ring type of the incoming call.

Click “Modify” to change the selected informationdaclick the “Delete” to delete the se
record.

ected

Notice: the maximum capability of the phonebook is 5@dns

4.2.8.4. Time Config

Setting time zone and SNTP (Simple Network Timedétal) server according to your location, you can

also manually adjust date and time in this web page
Time Configuration

ISHNTP Config

Server lzooiei.0.7

Time Zone | {GMT+08:00)Beijing,Chongging,Hong Kong,Urumaqgi |
Time Out E;D— {seconds)

Daylight (|

SNTP

41



Manual Config

Year ]
Month |
Day |
Hour ]
Minute |
_
Time Configuration
Server Set SNTP Server IP address.
Time Zone Select the Time zone according to your location.
Time Out Set the time out, the default is 60 seconds.
Daylight If your time zone supports daylight, you can select
SNTP Select the SNTP, and click Apply to make the SNReB
effective.
Year J
Month |
Day J
Hour J
Minute |
Notice: You need specify the above all items.

4.2.8.5. Logout &Reboot

Click Logout, and you will exit web page. If you want to entendixt time, you need input user name and
password again. If you modified some configuratiséch need the phone’s reboot to be effective, you
need click the Reboot, then the phone will reboohediately.

Notice: Before reboot, you need confirm that you haveedadl configurations.

Logout & Reboot System

Press the "logout™ button to logout the system !

Press the "reboot” button to reset the system !

4.3. Settings via phone’s keyboard.

4.3.1. How to set via the phone’s keyboard.

Press Menu, Up/Down, Enter and exit key to browstsct, and cancel
Use the Up/Down key to browse the menu and submenu
Use the ENTER key to enter into submenu and aonfour operation, the EXIT key can be used to
back and cancel operation.
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4.3.2. Phone menu
Phone main menu:

5. Appendix

5.1. Specification

5.1.1. Device specification

Item this VoIP Phone
Adapter(Input/Output) Input 100-240VAC 50~60Hz  Output 5V/1A
Port WAN 10/100Base- T RJ-45 for LAN

LAN 10/100Base- T RJ-45 for PC
Power Consumption| Idle 1.5W/Actives 1.8W
LCD size 3in. (74 x 28mm
Operation Temperatue ~040°C
Relative Humidity | 10~65%
Main Chipset MIPS32(150M) DSP(100M

SDRAM 128Mbits
Flash 16Mbits
Size (W x Hx D) 11.64843in.(2931205175mm)
Weight 2.071b.(0.94kg)

5.1.2. Voice Features
«  Support IAX2 and SIP 2.0 (RFC3261)
Codec G.711A/u G.7231 high/low G.729, G.722
Echo cancellation Support G.168 and hand-free can support 96ms
Support VAD CNG
NAT transverse: support STUN
SIP support SIP domainSIP authenticationfnone basic MD5) , DNS name of server, peer to peer
SIP support Pubic & Private server, user can tjinaach server to calling in and out
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1 DTMF: SIP info DTMF Relay RFC2833

SIP application: contain SIP call forward/tran8fetding/waiting/3 way conference

Call control features: Flexible dial map, supguotline, empty calling no. reject server, black i
reject authenticated call no disturb, caller ID

support conference call and voice record

Support English, Spanish and Czechish (optional)

Could dial use private server automatically whahlig server unregistered while private server is
resgistered successflly

8 special ring type

500 entry phonebook, Call records: 100 dialed, re@@ived, 100 missed calls

5 1.3. Network Features
WAN/LAN: support Bridge and Router mode.
Support basic NAT and NAPT
Support PPPoE for xDSL
Support reconnecting automatically when PPPoEY&ldisconnected by ISP
Support DHCP get IP on WAN port
Support DHCP distribute IP on LAN port
Support primary DNS server and secondary DNS serve
Support DNS relay SNTP server Firewall on WAN port
support network tools: contain pingrace route telnet client
support VLAN

5 1.4. Maintenance and Management
Support Boot Monitor
Can upgrade firmware through boot monitor
access with different authority
support auto provisioning
Can config through Web, Keypad, Telnet
Can upgrade firmware and configuration file thlow§T TP, FTP, TFTP
Support syslog

5.2. Key mapping

Button Character Button Character
1@ -/ @ 7PORS
2ABC @ S8TUV
3DEF @ IWXY Z
AGHI
5JKL 2 0*#
6MNO E
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